
MetaCore Token – Smart Contract Audit Report

Blockchain: Binance Smart Chain (BEP-20)
Contract Address: 0x5801D1CaAd74eABC5Bc1E88Ff4EBa787BB60dCaD
Audit Date: 02 December 2025

This audit thoroughly reviews the MetaCore Token smart contract to check for security vulnerabilities,
owner risks, centralization risks, mint/burn risks, and backdoor mechanisms. Each section includes a
detailed explanation and a risk level.

Category Result Notes

Mint Function SAFE No mint function exists after deployment.

Burn Function SAFE No burn function exists, meaning no supply manipulation.

Blacklist Function SAFE No blacklist or user-blocking system implemented.

Tax System MODERATE Owner can set buy/sell tax up to 20%.

Ownership Risk MODERATE Owner can change ownership & tax-exempt lists.

Liquidity Risk LOW No liquidity draining functions detected.

Backdoor Risk SAFE No hidden backdoors or malicious calls detected.

Upgradeability SAFE Contract is not upgradeable.

Centralization MODERATE Owner controls taxes & exempt addresses.

Detailed Audit Findings

1. No Supply Manipulation
The contract does not include any function to mint or burn tokens after deployment, meaning the 2
billion supply is permanently fixed.

2. Adjustable Taxes (Owner Controlled)
The owner can modify buy and sell taxes up to a maximum of 20%. This is not a vulnerability but is
considered a centralization risk, depending on the project's trust model.

3. Tax-Exempt System



The owner can mark any wallet as tax-exempt, including liquidity pairs. This is not inherently malicious
but requires trust in the owner.

4. AMM Pair System
The token uses AMM pair detection to apply buy/sell taxes correctly. No unexpected behavior is found.

5. Ownership Transfer Risk
The owner can transfer ownership at any time. If transferred to an unknown address, the project may
lose trust.

6. No Malicious Code Found
No honeypot logic, transfer blocking, hidden minting, supply manipulation, or hidden owner privileges
detected.

Final Audit Score: 90 / 100
This is considered SAFE with owner-controlled features.



Certificate of Smart Contract Audit

This certificate confirms that the smart contract:

MetaCore Token (MCR)
Contract: 0x5801D1CaAd74eABC5Bc1E88Ff4EBa787BB60dCaD
Chain: Binance Smart Chain

has successfully passed a security audit conducted by Meme Audit.

Audit Date: 02 December 2025
Status: ✔ PASSED – SAFE

The contract contains no malicious functions and no hidden mint/burn features. Owner-controlled tax
configuration is present but not harmful if used responsibly.

Issued by: Meme Audit

Date: 02 December 2025


